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BULLETIN DE SECURITE 

Titre  Vulnérabilité dans phpMyAdmin 

Numéro de Référence 40190802/23 

Date de Publication 08 Février 2023 

Risque          Important 

Impact      Important 
      

Systèmes affectés       

 phpMyAdmin version 5.1.x antérieure à 5.1.2 

 phpMyAdmin version 4.9.x antérieure à 4.9.11 

Bilan de la vulnérabilité    

Une vulnérabilité a été corrigée dans les versions susmentionnées de phpMyAdmin. 

L’exploitation de cette faille peut permettre à un attaquant de déclencher une attaque XSS en 

envoyant un fichier ".sql" spécialement conçu.   

 

Solution 

Veuillez se référer au bulletin de sécurité phpMyAdmin du 07 Février 2023 pour plus 

d’information. 

Risque    

 Injection de code malveillant 

Annexe    

 Bulletins de sécurité  phpMyAdmin  du 07 Février 2023: 

 https://www.phpmyadmin.net/security/PMASA-2023-1/   
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